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Week 3: Oct. 15–19: It’s Everyone’s Job to Ensure Online Safety at Work 

 

When you are on the job – whether it’s at a corporate office, local restaurant, healthcare provider, academic 

institution or government agency ‒ your organization’s online safety and security are a responsibility we all 

share. And, as the lines between our work and daily lives become increasingly blurred, it is more important 

than ever to be certain that smart cybersecurity carries over between the two. Week 3 will focus on 

cybersecurity workforce education, training and awareness while emphasizing risk management, resistance 

and resilience. NCSA’s CyberSecure My Business™ https://staysafeonline.org/cybersecure-business/ will shed 

light on how small and medium-sized businesses can protect themselves, their employees and their customers 

against the most prevalent threats. 

 

 
 
 
 

 
 

Phishing one of the ways that hackers enter and wreak havoc in a system. Remember – be very cautious 
about opening attachments! 
 

If you encounter a suspicious email, please forward it to OT.Phishing@wv.gov or ServiceDesk@wv.gov.  If you 
have fallen victim to a phishing attempt or you believe your account or computer was compromised, please 
contact the Service Desk immediately at the above email addresses or by calling 304-558-9966 or Toll Free 
877-558-9966. 
  
 Note:  Your agency/bureau/department/division may have specific requirements – always check your policies and procedures.  If you 
have questions, contact your Privacy Officer. 
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